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Received &Inspected

Marlene H. Dortch
Office of the Secretary
Federal Comm.unications Commission
445 12th Street, SW, Suite TW-A325
Washington, DC 20554

Re: EB Docket No. 06-36, Certification of CPNI Filing - Calendar Year 2007

Dear Ms. Dortch:

This letter serves as the below-named Company's "Certification of CPNI Filing for
Calendar Year 2007", as ordered in' EB Docket No. 06-36.

Company Name: Kasson & Mantorville Telephone Company

Address: 18 2nd Ave NW Kasson M'N 55944

Form 499 Filer 10: 803727 _

Name and Title of Signatory: Mary D. Ehmke COO/Secretary

I, Mary Ehmke, certify that I am an officer of the Company named above, and
that, based on my personal knowledge and acting as an agent for the Company, the
Company has estgblished operating procedures that are adequate to ensure
cGn:1pliance with the rules established;i;)y the Federal Communications Commission
("FCC") concerning Customer Proprietary Network Information" ("CPNI"), as set forth in
Part 64, Subpart U, of the FCC's Rules and Regulations, 47 C.F.R. § 64.2001 et seq., '
as revi~ed.

The attached State~enbdem~nstratessuch compliance.
"~ ~

T-Ha '~:o(1Ji1'Pany [has/ha~ not] t~keh any action (proceedings instituted or petitions
,f!t~~~~~~tR'e~~€)~~.a.n>; a~ st~te' c~mm!~~i?n~s·<the couFt system, or th~ FCC) against data

, ;.',~~r.~~rf~~:tn·:t.bte p~~r~elar. [If yes, eX'plaIJll::~ow pretexters are attempting to access CPNI
. a$!'ltJ,~e.Qm:pan¥ abtr:0ns and ,steps i;)elng'taken''to protect CPNI].. ..:' . ,.

, " The ~ompany fhasl:ha$ 1)10t] re'oeived any customer complaints in the past year
, conceming :Una~tAorized r~lea~~ of GPML [If yes, identify number and nature of
cdrlJ~l~iJita~~d ~~~ch;'brot~en down 'by citatory of complaint]
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STATEl\1ENT OF COMPLIANCE

The operating procedures ofKasson &Mantorville Telephone company ensure compliance with
the FCC's CPNI Rules. Such procedures are as follows:

Use ofCPNI in Marketing

, Our company does not use CPNI in any of its marketing efforts, and does not permit the use of,
or access to, customer CPNI by our affiliates or any third parties. We use, disclose or permit
access to CPNI only for the purposes permitted under 47 U.S.C. Sections 222(c)(1) and (d).

Our company makes limited, one-time use of CPNI to market our communication-related
servioes only in compliance with FCC Rule 64.2008.

Before (but proximate to) soliciting customer consent for the use of CPNI to market either (a)
our (or our affiliates') communication-related services; or (b) third-parties' communication
related services, we give each customer notice ofhis or her right to restrict use and disclosure of,
and access to, his or her CPNI, in compliance with FCC Rule 64.2008. Out company maintains
a record ofthese notifications for at least one year.

Our company has implemented a system by which the status of a customer's CPNI approval can
be clearly establi$hed prior to the use of CPNI. Each customer's record contains tdeSignation
identifying whether or not we have obtained, through the processes permitted by I e FCC's rules,
the customer's approval to use, disclose or permit access to his or her CPNI.

Our company accesses and uses a customer's CPNI to market our own (or our affiliates')
communication-related services (outside a customer's current relationship) only alfter the
customer's Opt-Ou,t consenthas been oqtained in compliance with FCC Rule 64.2008, and
w~gh cppse!t h~~rr0.~i'een ~evok~d ?y the :~:tf~!Q111er. Every two years our c~mpany (~) provides
D,otrce of.c1:ist~11lYts?,;t1!ghts te:) l'estri.ct uSe apcl;1(frsc1osure of, and access to, theIr CPNI, ill

" c0ni.pliance With PC~ R4.:lle (it4.200S,and(bj sp!1cits Opt Out consent for the use ofthe customer
, CPNI, in,compliap.ce With FOG Rwe 64.~:(i)08·;,to each customer who has giyen Opt Out consent.

O~i,company~pennit.s apcess. to anduse of¥'customer's CPNI by third parties in order to market
tlieih(c;9mmlllM.cation:re1afed 'iervic-es only.aft~r,the customer's Opt-In consent has been obtained
indofup1iance wi~FCC Rule 64.2008, at\dwhich consent has not been revoked by the customer..- ,~. .

'01;1i;~o~panYi:jhas a slilpervis~!y review proqess regarding our compliance with the FCC's CPNI
'r,ules'for ap,~;out~~?~~ark~ting effort:;;,r ~;irequir:e sale.s personnel to obtain supervisory ,
approval of a.hy pr9p0s~d:outboundmarM~U:11:g,request for customer approval.
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CPNI Safeguards

Our company has designated a compliance officer to maintain and secure the company's CPNI
records and to supervise training of all company employees.

Our company trains its personnel as to when they are, and are not, authorized to use or disclose
CPNI, and we have an express disciplinary process in place if the rules are violated. '

Our company authenticates the identitY of a customer prior to disclosing CPNI based on a
customer-initiated telephone contact, online account access, or in-store visit.

Our company discloses call detail information (CDI) in a customer-initiated call only: after the
customer provides a pre-established password; or, at the customer's request, by sending the CDI
to the customer's address ofrecord; or by calling back the'customer at his or her telephone
number ofrecord. '

Our company discloses CPNI to a customer in person at our retaillocation(s) only when the
customer presents a valid photo ill and the ID matches the name on the account.

Our company establishes passwords With customers in order to authenticate customers. Neither
passwords nor the backup method for authentication rely on customers' readily available
biographical information.

Our company has e~tablishedpassword protection for customers' online accounts.

Our company notifies a customer iminediately of changes in: a customer's password, a
customer's response to back-up mea.J?s of authentication, online account, or address ofrecord.

l;PNIRecoItYkeepin.g.: and1(eporting
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Our company main,tains a re90rd of our oWI;L-and our affiliates' sales and marketing campaigns.
tha6'use, oust6inet -C:PNI. W~ aliso mafu.tain·a'1'ecord of all instances where CPNI was disclosed
0! ~li9vided t~ tIili:lparties, ~r where third:;:p.tuiies were allowed access to CPNI. We maintain
these' records' for at 'least one year.

Our company maintains records of our com~~cjancewith the FCC's CPNI Rules for use of CPNI
in o~tboundi)J.arketing·~fforts, for at lea~t,0h~;Year. -,.

Our.;Fo~P'~y is prepare,d to provi~te tht¥'~~<?..~thwr~ttennotice, within five business days of
any'mstance where'The' ~'opt 0ut" mech$1stn,:s-do not work properly. :

,O~e_o~~.an~,is JePatr¢,~i?''fJ,~~;the. ~'~;',~S@:~J~t. Ser'iee and.FBIwi~s~ven business days
a.:Er@~ili@:''Q,ccl;lf.1'et'IG~o~·~ mt~nt10n'al;' ui! !:zed (or exceeding authonzatlOn), access to, use
o!,ciid:is~lbSlrre '~.:~PNt: ~'fuay',a:iso: . fi:e custdtner of such breach, after consulting with
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'tire'investigatory agency(ies), ifwe believe there is an extraordinarily urgent need to notify a
customer (or class ofcustomers) in ord,er to. avoid imtnediate or irreparable harm. We will notify
the customer ofthe breach after 7 busihes~ dilys fbliowmg notification to the FBI and Secret
Service, if such agencies have not ret\uested that we "postpone disclosure to the customer.

Our company will maintain records ofany discovered breaches, notices to the Secret Service and
FBI, and their responses, for at least two years.
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